
Responsible Fiscal & Data
G W Y N  M A R S C H M A N

K Y L E  M C H U G H

Hi, I’m 
MoneyClippy, 

distant AI-
generated 
cousin of 

Clippy the 
Paperclip.



Budget Reductions

Year 2

• 28 budget reductions

• 7 owed money back to NYSED

Year 3

• TBD based on data cleaning for AfterSchool21.



Budget Reductions (per the RFP)

“If less than 95% of the [target participation 

number] has met the minimum threshold of at least 

15 hours to be considered a participant for the 

purposes of this RFP, the subgrantee's budget will be 

proportionately reduced by the amount of the 

percentage deficiency.  For example, if 94% of the 

projected participants have attended 15 hours or 

more, the subgrantee’s budget will be reduced by 1% 

in the year of the deficiency.”



Budget Reductions

• 21st Century spending 

needs to be aligned with 

attendance (target 

participation number).

• Can reveal overspending 

and poor fiscal health.



How is a Budget Reduction Calculated?



Drawing Down Funds

• Never draw down more funds than 

what your participation numbers can 

support.

• Never draw down more than you have 

spent or will spend in the next month.

• Grants Finance determines how you will 

pay them back.



Fiscal Management Expectations

• Subgrantees should demonstrate 

strong fiscal management 

capabilities.

• The fiscal manager must regularly 

communicate with the program 

director to align spending with 

programming.



FS-25 Expectations

• Use an FS-25 to request funds from an 

approved grant. The amount of funds 

requested at any one time may only 

include actual expenditures to date plus, 

where allowed, anticipated 

expenditures for the next month.



Site Monitoring Visit (SMV) Tool



Site Monitoring Visit (SMV) Tool



Site Monitoring Visit (SMV) Tool



Site Monitoring Visit (SMV) Tool



Site Monitoring Visit (SMV) Tool



Fiscal to Data

SMV tool C-5(b): Internal Control 
Policy and Procedures

2 CFR §200.303(e)



What is PII*?

Personally 
Identifiable 
Information (PII) 
is information 
that, when used 
alone or with 
other relevant 
data, can identify 
an individual.

*This is not an exhaustive list.



What is  PII*?

Personally 
Identifiable 
Information (PII) 
is information 
that, when used 
alone or with 
other relevant 
data, can identify 
an individual.

Parent/Guardian Names

Grades

Birthdays

Student ID #

Discipline Records Test Scores
Special Education Data

Gender

Names

*This is not an exhaustive list.



Potential areas of data exposure

• Include, but are not limited to:

o Enrollment forms (A-6)

o Safety Drill procedures (A-4, B-7, E-4)

o Safety Plans (B-7)

o Student ID numbers (B-3)

o Personnel information (C-3)



Data Classification
Public (Unrestricted)
o Readily available, unrestricted
o Minimal security needed to protect data
o No impact if data is lost, modified, or shared

Restricted
o Accessible within your organization in the 

performance of their job duties
o Not approved for general circulation outside 

of your organization
o Unauthorized disclosure would result in 

limited impact

Confidential
o Accessible only to restricted personnel in the 

performance of their job duties
o Confidentiality is required by law
o Unauthorized disclosure would result in 

serious impact

Highly-Confidential
o Restricted to a very limited set of users; 

requires a higher level of security
o Confidentiality is required by law
o If such information were lost, modified, or 

made available beyond authorized users, the 
organization would be severely compromised



Data Privacy Agreements
• Agree to maintain the confidentiality and security of Personal

Information.

• Agree to adopt and maintain administrative, technical and

physical safeguards, measures, and controls to manage privacy

and security risks and protect Personal Information.

• Agree that all employees and Subcontractors who have access to

Personal Information have received or will receive training on the federal and 

state laws governing confidentiality of such data prior to receiving access.”

• Agree to retain, give back, or destroy the data when the contract has 

concluded.



Is “the cloud” safe?

Contracted Cloud Services

• Comes with some guaranteed 
protections.

• During a security incident, the 
data confined within the 
contracted cloud is protected. 
Your organization can cut off 
access to find out what happened.

“Free” Cloud Services
• No guaranteed protections
• No agreement to safeguard the 

data for your organization
• During a security incident, your 

organization cannot cut off access 
or easily determine where the 
data has been. Your organization 
is completely in the dark with no 
control.



Collecting SMV data

Be careful!



Survey Link

Questions?

Thank You!!
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